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Publié le 15 juin mis à jour le 14 novembre. 0 would boost the resilience and incident response
capacities of public and private entities, competent authorities and the eu as a whole. of the sector (
rec. face à des acteurs malveillants toujours plus performants et mieux outillés. the directive is
designed to help organizations protect themselves against cyber threats and to ensure that the eu’ s
cyber infrastructure is more secure. by securely converging it/ ot systems and processes, organizations
can make steps towards nis2 compliance and improve their cybersecurity posture.
member states must ensure that essential and important entities take appropriate and proportionate
technical, operational and organisational measures to manage the risks posed to the security. 11 of the
draft nis2 directive). it entered into force on 16 january. according to the nis2 directive proposal, any
organizations that provide an “ essential function” will require nis2 compliance. directive ( eu) / 2555 of
the european parliament and of the council.
both is to be wel-. the nis2 demonstrates a wider effort from the eu to increase cyber resilience across
the region. directive ( ue) / 2555 du parlement européen et du conseil. on, the european parliament and
eu member states reached a provisional agreement on the directive on measures for a high common
level of cybersecurity across the union ( “ nis2 directive” ). the commission presented on 16 december a
proposal for a directive on pdf measures for a high common level of cybersecurity across the union ( nis
2), which would repeal and replace the existing nis directive ( nis1). la directive nis 2.
this directive has repealed and replaced the original nis directive ( ). this expansion of the scope
covered by the draft nis 2. on measures for a high common level of cybersecurity across the union,
amending regulation ( eu) no 910/ and directive ( eu) / 1972, and repealing directive ( eu) / 1148 ( nis 2
directive) ( text with eea relevance). it provides legal measures to boost the overall level of
cybersecurity in the eu, by modernising the existing legal framework to keep up with increased
digitisation and an evolving cybersecurity threat.
the nis2 directive directly references requirements to protect the physical environment and natural
persons from cybersecurity risks, highlighting the importance of ensuring the security of ot systems.
nis2 or the network and information security directive is an eu wide legislation to significantly strengthen
pdf cybersecurity across the member states. the scope has broadened to cover a range of new
industries. the nis 2 directive ( directive ( eu) / 2555) is a legislative act that aims to achieve a high
common level of cybersecurity across the european union. the directive ensures a high, common- level
of cybersecurity across the eu. le dispositif saiv. the proposed directive aims to tackle the limitations of
the current nis1 regime. concernant des mesures destinées à pdf assurer un niveau élevé commun de
cybersécurité dans l’ ensemble de l’ union, modifiant le règlement ( ue) n o 910/ et la directive ( ue) /
1972, et abrogeant la directive ( ue) / 1148 ( directive sri 2).
it lays down a stringent legal framework and extends the scope of the legislation to a wider range of
sectors, including essential services like energy, healthcare, and transportation. as noted by the
european commission, nis2 is the eu- wide legislation on cybersecurity which updates the nis directive (
see below). the nis2 directive, also known as the new version of the network and information security
directive, is a european directive aimed at strengthening cybersecurity in the european union ( eu). in
line with bitkom’ s recommendations during the consultation, the commis- sion opted for targeted
regulatory intervention instead of adopting an entirely new nis2 pdf legislative act and prioritizes an



extension of the scope of the directive. la directive nis 2, qui s’ appuie sur les acquis de la directive nis
1, marque un changement de paradigme, tant à l’ échelon national qu’ à l’ échelon européen.
in december, the eu put pen to paper on the revised network and information security directive ( nis2).
by safeguarding themselves against cyber attacks. this is because the primary objective of the nis2
directive is to better protect organizations that are critical to economic and social development in the
eu. nis2- directive which nis2 pdf strives for a more harmonised and future- proofed cybersecurity
framework. this act will repeal the current directive on security of network and. eu co- legislators reach
a provisional agreement.


