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Experts mention that the ‘user_credential’ database table containsmillion user records, including The hacker asks for $80, in exchange for access
to this information. This leak was discovered this week and involves more thanmillion user records Last week, one of the largest data leaks seen
over the last year was confirmed. TheGB leaked database contains,, records with users' email addresses, full names, Tracked as CVE, the bug is
part of a set of six vulnerabilities discovered by researchers at Cisco Talos in Nitro PDF Pro and disclosed earlier this week Nitro has released a
new version of Nitro PDF Pro, which resolves potential security vulnerabilities A stolen database containing the email addresses, names, and
passwords of more thanmillion records of Nitro PDF service users was leaked today for free A stolen database from NitroPDF containing the
email addresses, names, and passwords of more thanmillion records of Nitro PDF service users was leaked recently for freeThis now appears to
have been false. A new leak of stolen Nitro PDF service records is putting millions of users’ information at risk. Hacker Leaks Stolen Database
withMillion Records of Nitro PDF Users. A threat actor claiming to be part of the ShinyHunters hacking group has leaked aGB database
containing,, Nitro records with users' email However, BleepingComputer later found a database on a hacker site containingmillion Nitro PDF user
records. The hacked records, which were initially auctioned together with 1TB of documents A report from cybersecurity company Cyble
mentions that a threat actor is selling a 1TB database with confidential information allegedly extracted from Nitro. A stolen database containing the
emails, names, and passwords of more thanmillion records A recently stolen database that contained about millions of email addresses, names, and
passwords of Nitro PDF service users was just leaked for free today!


